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Wenn der Chef heimlich zuschaut
ARAG Experte Tobias Klingelhdfer informiert tber Kameras am Arbeitsplatz

Digitale Technik spielt in Unternehmen eine immer gréBere Rolle. Von Software zur
Leistungsauswertung bis hin zu Videoliberwachung greifen Arbeitgeber auf
unterschiedliche Mittel zurilick, um Prozesse zu tiberwachen. Doch wie weit diirfen sie
dabei gehen? Welche Formen der Mitarbeiteriiberwachung sind zul&dssig und wo
beginnt ein unzul@ssiger Eingriff in die Privatsphdre? ARAG Experte Tobias
Klingelh&fer mit einem Uberblick.

Ist Videoiiberwachung von Mitarbeitern grundsdtzlich Gberhaupt erlaubt?

Tobias Klingelhéfer: Grundsatzlich gilt: Arbeitgeber dirfen Gberwachen, aber nur un-
ter engen Voraussetzungen. Jeder Mensch hat ein allgemeines Persénlichkeitsrecht,
auch am Arbeitsplatz. Kameras dirfen also nicht einfach Uberall installiert werden und
schon gar nicht fldchendeckend jeden einzelnen Arbeitsschritt filmen.

Welche Voraussetzungen gibt es fir eine legale Videoiberwachung?

Tobias Klingelhofer: VideoUberwachung muss gerechtfertigt, verhaltnismdBig und
transparent sein. Typische legitime Zwecke sind etwa der Schutz von Betriebsgeldinde
und Eigentum, Sicherheitsgriinde oder bestimmte Gefahrenabwehr-Situationen. Die
Uberwachung muss sich immer auf das notwendige Minimum beschrénken, etwa Ein-
génge oder schlecht einsehbare Bereiche. Die Dauer-Uberwachung einzelner Arbeits-
platze ist in der Regel unzuldssig. Wenn Unternehmen diese Grundsétze missachten,
verletzen sie Persénlichkeitsrechte. Das zeigt ein aktuelles Urteil des Landesarbeitsge-
richts Hamm: Ein Arbeitgeber Uberwachte einen Mitarbeiter Uber fast zwei Jahre hin-
weg mit 34 Kameras in der Betriebshalle, ohne ausreichende rechtliche Grundlage. Die
Kameras filmten praktisch jeden Winkel, auch den direkten Arbeitsplatz des Mitarbei-
ters, rund um die Uhr. Das Gericht sah darin einen schwerwiegenden Eingriff in das
Persénlichkeitsrecht und sprach dem Betroffenen 15.000 Euro Schadensersatz zu (Lan-
desarbeitsgericht Hamm, Az.: 18 SLa 959/24).

Warum wird das so streng gehandhabt?

Tobias Klingelhfer: Jede Videoaufnahme ist eine personenbezogene Datenerhebung,
die den Vorschriften der Datenschutz-Grundverordnung und dem Bundesdatenschutz-
gesetz unterliegt. Arbeitgeber mUssen einen nachvollziehbaren Grund haben, bevor sie
Kameras auf Mitarbeiter richten. Eine pauschale Klausel im Arbeitsvertrag reicht dafdr
nicht aus. Es geht also nicht darum, Kontrolle zu verhindern, sondern die Privatsphére
der Besch&ftigten zu wahren.



https://dsgvo-gesetz.de/art-5-dsgvo/
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Was sollten Arbeitgeber beachten, wenn sie Kameras einsetzen wollen?

Tobias Klingelhdfer: Zundchst einmal muss klar sein, warum gefilmt wird. Der Zweck
sollte eindeutig definiert sein, etwa der Schutz von Warenbestdnden — nicht aber die
LeistungsUberprifung der Mitarbeiter. Die MaBnahme muss zudem verhaltnismaBig
sein. Kameras dlrfen also nur dort eingesetzt werden, wo es wirklich keinen anderen
milderen Weg gibt. Eine verdeckte Uberwachung einzelner Arbeitsplétze ist fast immer
unzuldssig. Ganz wichtig ist zudem Transparenz: Mitarbeiter missen schriftlich Gber
Zweck, Umfang und Dauer der Datenverarbeitung informiert werden. Betriebsvereinba-
rungen oder Abstimmungen mit dem Betriebsrat sind dabei oft Pflicht.

Wie ist der Einsatz von Uberwachungssoftware oder die neve Teams-Funktion, die erkennt, ob Mitar-
beiter sich im Biro aufhalten, rechtlich zu bewerten?

Tobias Klingelhéfer: Neben Kameras riickt zunehmend auch Software in den Fokus.
Programme zur Zeiterfassung, Leistungsanalyse oder IT-Sicherheit sind grundsdtzlich
erlaubt, solange sie der Organisation von Arbeitsabldufen oder dem Schutz von Syste-
men dienen. Unzul&ssig wird es jedoch, wenn Software zur heimlichen oder dauerhaf-
ten Uberwachung von Verhalten oder Leistung eingesetzt wird. Dazu zéhlen etwa Pro-
gramme, die regelmdBig Screenshots erstellen, Maus- oder Tastaturbewegungen aus-
werten oder detaillierte Produktivitdtsprofile einzelner Beschaftigter anlegen. Auch hier
gilt: Jede Datenerhebung braucht einen konkreten Zweck, muss verhdaltnismaBig sein
und transparent erfolgen. Das gilt auch flr die neue Teams-Funktion, die Anwesenheit
im Buro feststellen kann. Besonders sensibel ist der Einsatz solcher Software im Home-
office, da hier der private Wohnraum betroffen ist. Ohne klare Information, rechtliche
Grundlage und - sofern vorhanden — Zustimmung des Betriebsrats ist der Einsatz ent-
sprechender Uberwachungssoftware in der Regel unzuléssig.

Aber es gibt auch Ausnahmen: Wenn beispielsweise die private Internet-Nutzung im
Unternehmen untersagt ist, darf der Chef im konkreten Verdachtsfall den Browserver-
lauf des betreffenden Mitarbeiters speichern und lberpriifen. Im schlimmsten Fall kann
dies sogar eine fristlose Kiindigung zur Folge haben (Landesarbeitsgericht Berlin-Bran-
denburg, Az.: 5 Ca 667/15).

Und wie sieht es mit dem Widerspruch der Mitarbeiter aus?

Tobias Klingelh&fer: Arbeitnehmer kdnnen Widerspruch einlegen und gegebenenfalls
gerichtliche Schritte einleiten. Das erwdhnte Beispiel zeigt, dass ein Mitarbeiter sogar
eine Geldentschadigung bekommen kann, wenn die Uberwachung einen schweren und
dauerhaften Charakter hat. Zusatzlich gibt es weitere rechtliche Instrumente, etwa Be-
schwerden beim Datenschutzbeauftragten oder die Einbeziehung des Betriebsrats. Im
Zweifelsfall kénnen auch arbeitsrechtliche Schritte notwendig werden.

Weitere interessante Informationen unter:
https://www.arag.de/versicherungs-ratgeber/



https://www.arag.de/versicherungs-ratgeber/

ARAG Verbraucherinformation
Dtisseldorf, 26.01.2026 3/3

Sie wollen mehr von den ARAG Experten lesen oder héren?
Dann schauen Sie im ARAG newsroom vorbei.
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